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. Currently connected to: *

Sip Network 2
TP Internet access

|
ulaziz Univer 2 Network and Shanng Center
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‘ Fu |‘£ ¢ Control Panel » MNetwork and Internet » Network and Sharing Center
File Edt View Took Help

C ol Panel Home , . : . .
SR View your basic network information and set up connections

[ Mansge wireless networks * [ " 0 See full map

Change adapter settings o

TAWALBEH-PC Muitiple networks Internet
Change advanced thaning (This computer)
L Yiew your active networks Conmnect or disconnect
Network 2 Access type: Internet
Public network Connections: §§ Local Ares Connection
s Ji-“ 3 SAUEDU.SA Access type: Mo Internet access

Connections: # Wireless Network Connection

Werk network
{SAU_Employes)

Change your networking settings
s. Cet up & New conNNECtion or network
Set up 3 wireless, broadband, dial-up, ad hoc, or VPN connection: or set up & router or access point.

Connect Lo 8 network

Connect or reconnect to a wireleds, wired, dial-up, or VPN network connection.

Choote homegroup and thanng optons

Access files and printers located on other network computers, or change thanng settings.

..q Troubleshoot problems
Disgnose and repan network problema, or get troubleshooting information.
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? Hiow 40 you wiartt 1o add & retwork”
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5‘ ? Manually create & network profile
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G i Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: PSAU-Students i
boallh puoge g0 LS Jsizdl Mal
Security type: |WPA2-Enterprise -
6
Encryption type: [b;s | v]
Segurity Key: | Hide characters
[ (V] Start this connection automatically I 7

["] Connect even if the network is not broadcasting
Warmning: If you select this option, your computer’s privacy might be at risk.
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Successfully added PSAU-Students

< Change connection settings
Open the connection properties so that | can change the settings.

Lo &l -8

[ Connection | Seaurity || @

Security type: |WPA2 Enterprise -

Encryption type: | [AES

10
z)

Choose a network authentication method:

1"

\Mcosoft: Protected EAP (PEAP) v || settings |
[] Remember my aredentials for this connection each
time I'm logged on
SR gay 0 O
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Choose a network authentication method:

[Mcrosoft: Protected EAP (PEAP) o) [ setings | e pm) o Ll 12

[ Remember my credentials for this connection each
time I'm logged on

| Advanced settings |

When connecting:
| validate server certificate

Connect to these servers:

] AddTrust External CA Root
("] Baitmore CyberTrust Root !é]
["] Class 3 Public Primary Certification Autharity L
["] Deutsche Telekom Root CA 2

[] Entrust Root Certification Authority

[] Entrust.net Secure Server Certification Authority

[7] Equifax Secure Certificate Authority -
‘| m | "

Do not prompt user to authorize new servers or trusted
certification authorities.

Select Authenticaton Method:
[secured password (EAP-MSCHAP v2) v | Configure... |

| V| Enable Fast Reconnect
|| Enforce Network Access Protection

|| Disconnect if server does not present oryptobinding TLV
[ Enable Identty Privacy

Lo 8l .14
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When connecting:

E]Manaicdyuaenw\ﬂfndowslogonnmmd
password (and domain if any).

OK | Cancel |

Y LaSGm.II L{ji -15
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| Connection | Security
Security type: \WPA2Enterprse .
Encryption type:  [AES v)

Choose a network authentication method:

\Mirosoft: Protected EAP (PEAP) v|[ settngs |
[T Remember my credentials for this connection each
time I'm logged on
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|| Delete credentials for all users

("] Enable single sign on for this network
@ Perform immediately before user logon
Perform immediately after user logon
Maximum delay (seconds); 10 :_

[/] Allow additional dialogs to be displayed during single
sign on

|| This network uses separate virtual LANs for machine
and user authentication
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Network Authentication
Please enter user credentials

IJSCF name

Aally dlay) J30 418
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